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3.06

IT HELPDESK

UNIVERSITAS TERBUKA

https://www.linkedin.com/in/rivaimanudin/

Service & Warranty Coordinator

Dinas Koperasi

System Informasi Management

PT.Wahana Datarindo Sempurna

(2016 - 2018)

(2024 - Present)

(2023 - Present)

Indonesian
Englis

Penetration Testing

System Administration

AIDC

Network Topology

Basic Web Programming

Linux Fundamental

Hardware/Software Installation

Troubleshooting windows/Linux

Python

rifaimanudin@gmail.com

Pasar Minggu, Jakarta Selatan 12510

https://github.com/rivaile96

www.rivaile96.my.id

www.youtube.com/@textpl0it

I have been working for 4 years in the IT
field, covering areas such as Networking,
AutoID/Mobile Computers, Barcode Printers
& Scanners, and Cyber Security. I enjoy
exploring new technologies and finding
ways toapply themto solve problems

Skills

Coordinated repair processes for customer Auto-ID units,
from damage report to return delivery

Handled warranty validation, RMA processing (especially
for Honeywell), and ticketing system input

Communicated with vendors (Zebra, Urovo, Idata, etc.)
regarding repair quotes, PO approvals, and progress.
Prepared delivery notes, work reports, and billing documents
for customer and finance teams

Liaised across technical teams, sales, customers, and finance
to ensure smooth after-sales workflow

IT Support
PT.Wahana Datarindo Sempurna

(2024 - Present)

Diagnosed and resolved hardware issues across barcode
scanners, printers, POS, RFID, and PDA devices
Installed and configured IT devices

       for client business operations.
Provided product demos and technical explanations to clients
and internal staff

Configured network devices and ensured device connectivity.
Assisted users with technical hardware, software, and
network issues.
Performed installation and configuration of company-
required software, including antivirus programs, Microsoft
Office suite, and internal business applications.



NgOCR-in — Creator & Lead Developer
Status: Realese
GitHub: github.com/rivaile96/NgOCR-in
NgOCR-in is a command-line OCR toolkit designed for Linux and WSL environments, with support for batch
image processing, auto language detection, and optional multi-language translation.
In this project, I designed the full system architecture, including its flowchart, user interaction logic, and
modular codebase. I developed the OCR core using Python, Tesseract, and OpenCV, and implemented a
colorized ASCII-based UI for better terminal interaction. I built custom preprocessing filters to improve text
recognition accuracy, created the logic for optional translation flows, and designed export functions for .txt
and .docx formats.
Additionally, I optimized the script for performance and cross-platform compatibility, planned future
integration with GUI and AI-based auto-answer features, and documented the entire development process
for open-source collaboration.

PHISPYRATE_FaceVerification — Creator & Lead Developer
Status: Released
GitHub: github.com/rivaile96/PHISPYRATE_FaceVerification

Personal Project

PHISPYRATE_FaceVerification is a web-based facial authentication simulation tool designed for OSINT,
penetration testing, and cybersecurity training. It replicates the Android face unlock interface to collect and
auto-upload recorded facial videos for ethical phishing simulations and user behavior studies.
In this project, I led the full-stack development process, designing the system architecture, interaction flow,
and frontend that mimics a realistic Android authentication UI. I built the backend using Flask and
implemented continuous video recording using the MediaRecorder API with automated 10-second intervals
and silent background uploads to a server.
I also integrated tunneling support via Ngrok and LocalXpose for real-time external access and designed
the project to be lightweight, Linux-friendly (especially for Kali/WSL), and easily deployable for educational
and testing purposes. The project emphasizes ethical use in cybersecurity and OSINT labs, and includes
documentation to support collaborative development.
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